**PROGRAM SZKOLENIA**

|  |  |
| --- | --- |
| **TEMAT SZKOLENIA** | **Ochrona danych osobowych w projektach realizowanych z Regionalnego Programu Operacyjnego Województwa Warmińsko-Mazurskiego na lata 2014-2020 ( RPO WiM 2014-2020)** |
| **PROWADZĄCY** | **Agata Janiszewska Skowron** |

|  |  |
| --- | --- |
| **8.00** | **Rozpoczęcie szkolenia, przywitanie uczestników** |
| **8.00– 10.15** | * Droga do ogólnego rozporządzenia o ochronie danych osobowych. Ogólne podstawy ochrony danych osobowych . Nowelizacja przepisów prawa w zakresie Ochrony Danych Osobowych.
* Zmiany wprowadzone przez RODO
	+ - * nowe definicje
			* IOD zamiast ABI
			* zgłoszenie naruszenia ochrony danych osobowych
			* ocena skutków przetwarzania danych osobowych
			* prawa osoby której dane dotyczą
			* prawo do bycia zapomnianym
			* prawo do przenoszenia danych
			* kodeksy postępowań
			* certyfikacja
			* klauzule informacyjne
 |
| **10.15 - 10.30** | **Przerwa kawowa** |
| **10.30 - 12.00** | * Podmioty odpowiedzialne za ochronę danych osobowych. Pozycja i odpowiedzialność Inspektora Ochrony Danych Wzrost świadomości przetwarzania danych osobowych u beneficjenta RPO WiM
	+ - * wyznaczenie IOD- czy księgowy może być IOD
			* obowiązki IOD wg umowy o pracę/ wg umowy o świadczenie usług
* Funkcja IOD w świetle nowych przepisów o ochronie danych osobowych
	+ - * Funkcja IOD
			* Powołanie IOD
			* Zapewnienie wsparcia IOD
			* Kwalifikacje IOD
			* Główne zadania IOD
			* Współpraca IOD z IT
			* Risk-based approach- obligatoryjność czy fakultatywność
			* idea podejścia opartego na ryzyku
			* pojęcia związane z oceną ryzyka naruszenia praw i wolności
			* identyfikacja zagrożeń naruszenia praw lub wolności osoby
			* ocena ryzyka naruszenia praw lub wolności

  |
| **12.00 - 12.30** | **Przerwa lunchowa** |
| **12.30 – 14.00** | * Omówienie realnych incydentów ochrony danych osobowych u beneficjentów RPO WIM
* Ochrona danych osobowych w projektach unijnych. Monitorowanie stanu ochrony danych osobowych u beneficjenta RPO WiM
	+ - * Wymagania dotyczące bezpieczeństwa informacji
			* system ODO a SZBI
			* analiza ryzyka
			* dokumentacja, rejestr czynności przetwarzania (RCP, RCPD)
			* audyt wewnętrzny, monitoring
			* rozliczalność
			* dostęp do systemów IT
			* bezpieczeństwo fizyczne i środowiskowe
			* ciągłość działania
			* urządzenia mobilne
			* bezpieczeństwo aktywów poza siedzibą
			* bezpieczeństwo komunikacji
			* relacje z dostawcami/procesorami
			* zarządzanie incydentami
 |
| **14.00 -14.15** | **Przerwa kawowa** |
| **14.15 – 16.00** | * Powierzenia przetwarzania danych osobowych Uprawnienia i obowiązki nowe zasady powierzania danych osobowych zestawienie dokumentów potwierdzających poniesienie wydatków,
* relacja administrator-procesor
* relacja procesor-subprocesor
* transfer danych do państwa trzeciego lub organizacji międzynarodowej
* odpowiedzialność i obowiązki procesora
* Odpowiedzialność prawna w przypadku naruszenia przepisów ustawy. Obowiązek zgłaszania GIODO przypadków naruszenia danych osobowych
* Wpływ regulacji RODO na inne przepisy prawne (RODO w zatrudnieniu- przetwarzanie danych kadrowych oraz danych uczestników projektów)
* Jak przygotować się na kontrolę z zakresu danych osobowych- aspekty praktyczne
 |